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The Director, Operational Test and Evaluation (DOT&E) activities for Fiscal Year 2005 (FYO05) are characterized by three
dominant themes: providing information for acquisition decision makers, providing direct support to our warfighters, and
assessing the adequacy of Test and Evaluation (T&E) resources for future testing needs.

In support of acquisition, DOT&E published nine Beyond Low-Rate Initial Production Reports, including those for the
highly visible and often controversial F-22 Raptor and V-22 Osprey. DOT&E monitored 279 Major Defense Acquisition
Programs (MDAPs) and special interest programs. This included test adequacy reviews for 56 Test and Evaluation Master
Plans (TEMPs), 10 Live Fire Test and Evaluation (LFT&E) strategies, and 50 individual Test and Evaluation Plans (TEPs)
for specific test events.

In continuing support to our warfighters, the LET&E staff monitored Service efforts to upgrade armor for tactical vehicles,
as well as Service efforts to resolve personal body armor testing variances. DOT&E also provided T&E advice to the Office
of the Secretary of Defense (OSD) Joint Rapid Acquisition Cell (JRAC) to help ensure performance is demonstrated before
fielding. The results of DOT&E Information Assurance (IA) assessments of legacy systems received wide visibility within
the Department of Defense (DoD), including OSD, the Joint Staff, and the Combatant Commanders (COCOMs). The
DOT&E Joint Test and Evaluation (JT&E) program acted in direct response to COCOM requests via its re-engineered Quick
Reaction Test (QRT) process.

In assessing future testing resource needs, DOT&E provides strategic planning inputs to the Defense Test Resource
Management Center (DTRMC) to which several DOT&E responsibilities regarding T&E resources have been transferred.
DOT&E also works with the individual Services to address future testing needs for air, land, and naval warfare.

Acquisition Support

Values

DOT&E focuses on adhering to the principle upon which the office was founded—the adequacy of tests to determine
operational effectiveness and suitability for combat. In making these determinations, DOT&E uses requirements and
criteria generated by the Service sponsors including Key Performance Parameters (KPPs) and criteria validated by the Joint
Requirements Oversight Council (JROC) to assess mission accomplishment. In other words, “To what degree can a unit
equipped with these systems accomplish its missions and tasks?”’

Acquisition Changes

The Defense Acquisition Performance Assessment (DAPA) panel recently released the executive summary of its report. That
summary proposes significant changes to the way in which the DoD acquires new military capabilities. Included in these
proposals are changes to the operational T&E process, which are included under the ‘requirements’ category. One of the
principles to achieve objective operational testing and reporting is to keep the operational test agencies independent of setting
requirements, or establishing performance criteria.

The panel emphasized stability to control costs and to meet schedules and proposed shifting to ‘time-certain’ development
procedures. Such changes will challenge DOT&E and operational test and evaluation agencies to ensure the new military
capabilities thus acquired still demonstrate satisfactory performance in operationally realistic environments.

“Fly before Buy”

The challenge is to determine operational effectiveness and suitability to support large procurement decisions before fielding
for combat. DOT&E is a proponent of the principle of “fly before buy” to help ensure the DoD provides systems that

work and are supportable in the field. The pressures on program managers to control costs and speed delivery in today’s
environment of evolutionary acquisition and spiral development are driving them toward schedule-driven acquisition
strategies in which significant procurement occurs before Full-Rate Production (FRP) decisions. Acquiring a significant
percentage of an acquisition program prior to the FRP decision increases the risk that COCOMs will experience increased
logistical support requirements and configuration management challenges.

Missile Defense

The Missile Defense Agency (MDA) programs continue to mature. The Airborne Laser (ABL) technology program achieved
first light early in FY05 and recently demonstrated full power operation of significant duration. The PATRIOT system had
demonstrated multiple launch and the capability to intercept multiple targets. However, in tests of subsequent software
upgrades, PATRIOT failed to destroy intended targets. The root cause determination is under investigation. The Terminal
High-Altitude Area Defense (THAAD) program demonstrated a successful flight in its first developmental flight test. The
Ballistic Missile Defense System (BMDS) Aegis program demonstrated continued maturation with several successful



launches culminating in a recent target intercept. The BMDS Ground-based Midcourse Defense (GMD) program had

two successive failures during which interceptors failed to launch in FY05. Independent review teams confirmed quality
assurance shortcomings and recommended significant actions that the MDA is implementing. Additional details regarding
the MDA programs are provided in the BMDS section of this report.

Dedicated Operational Testing

The Global War on Terrorism (GWOT), with its demands on rotating forces into and out of theater, have made live forces
dedicated to operational test events extremely scarce. Combined test teams—Contractor Testing (CT), Developmental
Testing (DT) and Operational Testing (OT)—are the norm; so too are combined DT/OT test events. Wherever possible, the
Service Operational Test Agencies (OTAs) combine operational testing with other exercises and training events to conserve
resources. Combined test teams are generally effective, but too often test objectives are sacrificed in the interest of training
objectives during combined test events. This has been particularly true in naval exercises. As a consequence, testing is

not completed and timely performance information is not obtained. The result is an extended test program and delayed
information to decision makers.

OT&E Trends

From the perspective of effective mission accomplishment, “To what degree can a unit equipped with these systems
accomplish its missions or tasks?”’, demonstrated performance has gotten better over the years. Sustained mission
accomplishment depends upon being able to support the systems in the field. Suitability performance regarding the ability
to keep those systems available for effective employment has gotten worse. This decreasing trend in suitability results noted
during operational T&E is cause for concern. This declining trend may be evidence that the Department, in attempting

to field MDAPs more rapidly, is tending to focus on effectiveness, and is treating suitability (reliability, availability,
maintainability, logistics, etc.) as a second tier capability.

To specifically address this adverse trend, DOT&E developed a Guide to Achieving Reliability, Availability, and

Maintainability. DOT&E based this guide on work done by the National Academy of Sciences (NAS). One of the significant

aspects of the NAS work is the need to educate senior leaders on the dependency of long-term effectiveness on suitability.
The Under Secretary of Defense for Acquisition, Technology, and Logistics (USD(AT&L)) and DOT&E approved the guide
in August and it is available to assist program managers on the OSD Web site:
http://www.acq.osd.mil/ds/se/ed/publications.htm

Complexity

The complexity of our weapons systems is increasing. Not only are the technologies more complex today, the
interdependency of the sensors, the command, control, and communications, and the munitions in joint operations drives both
our war fighting capabilities and our war fighting challenges. Complexity costs money in design, development, and testing
and in the need for contractor logistics support. This has a direct bearing on what the DAPA panel is focused on—controlling
costs and meeting schedules.

Warfighter Support

Vehicle Armor

The use of Improvised Explosive Devices (IEDs) in Operation Iraqi Freedom (OIF), and the rapid maturation of IED tactics,
techniques, and procedures in theater challenged the Services to up-armor numerous tactical vehicles that had not been
designed for front line combat. The DOT&E LFT&E staff worked closely with the Army Test Center (ATC), Aberdeen,
Maryland, to ensure potential up-armor solutions were adequately tested before being implemented. The level of expertise
resident at Aberdeen for testing armor makes it a center of excellence for this vital function. This expertise helped influence
the design of armor ultimately developed, tested, and selected for up-armoring tactical vehicles.

DOT&E discovered some armor being made available to forces in theatre that had not gone through such formal testing.
When subsequently tested, the Army found it to be ineffective. All potential armor solutions should go through the Army’s
survivability testing to ensure consistent and comparable results, and to ensure ineffective armor does not reach the field.

Body Armor

The development and procurement of personal body armor did not trip the fiscal threshold to be designated as a MDAP.
Consequently the DOT&E LFT&E staff had not exercised T&E oversight of body armor. Upon learning that the Marine
Corps recalled roughly 5,000 outer tactical vests (OTVs), I became concerned that acceptance testing may not have been
adequate to preclude fielding of substandard body armor.
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The LFT&E staff, working with the Army Soldier Command in Natick, Massachusetts, and both the Army T&E community
and the Army Research Laboratory in Aberdeen, Maryland, determined that there were inconsistencies in the lot acceptance
test methods used by various organizations. Review of records revealed some OTVs had been fielded despite not meeting
acceptance criteria. This led to the Army recall of roughly 8,000 OTVs, and an additional recall of roughly 10,000 OTVs by
the Marine Corps.

Work is in progress to develop a standard test process for body armor lot acceptance testing. Once determined, this process
will become the DoD standard. DoD intends to make this process available to civilian law enforcement agencies and
organizations for their use.

Rapid Fielding

DOT&E advises the OSD JRAC to help ensure rapid fielding initiatives consider the adequacy of performance testing.
JRAC projects do not meet criteria to be designated as MDAPs. Without adding T&E oversight to the JRAC bureaucracy,
DOT&E focused on asking two critical questions, “Does the system work as intended?” and “How do you know it works?”
This minimalist approach has neither delayed rapid fielding due to testing nor has it caused an administrative burden. It has
benefited the Service OTAs by ensuring adequate funds and resources are made available to do appropriate testing.

Information Assurance (IA)

The DOT&E initiative to assess IA for legacy systems is truly a success story. Directed as part of the FY03 National
Defense Authorization Act (NDAA), DOT&E established a working relationship with the COCOMSs and a formal program
that directly aids the warfighters. At the request of COCOMs, DOT&E added IA assessments to selected pre-deployment
exercises of units returning to Iraq.

The results of these legacy system 1A assessments have been shared among the COCOMs and briefed to the Secretary of
Defense and the Chairman, Joint Chiefs of Staff. The Chairman has released two messages to COCOMs regarding IA, based
in part, upon the results of our assessments. Also, U.S. Strategic Command (USSTRATCOM) directed an IA stand-down

for the entire DoD in November. Additional details regarding the 1A assessment program are provided in the Information
Assurance section of this report.

Joint Test and Evaluation (JT&E) Program

When USD(AT&L) transferred the JT&E program to DOT&E, we began a re-engineering effort to make the JT&E program
more responsive to the warfighters. The creation and implementation of Quick Reaction Tests (QRTs) is designed to respond
directly to stated needs of the COCOMs, and to deliver useful products to the warfighters in a timely manner—months, not
years. Products delivered have received the endorsement of COCOMs and the Joint Staff.

The rigor of the T&E process enables delivery of products that instill confidence in the user because the process is credible.

Examples of products delivered using QRTs are the:

 Joint Shipboard Ammunition and Ammunition Boards (JSAABR) refined the process to certify existing non-Naval weapon
systems for shipboard use

» Joint Forward Operating Base (JFOB) Handbook - Force Protection Handbook for deployed forces

» U. S. Special Operations Command Convoy Handbook - pocket-sized handbooks covering combat convoys and convoy
leaders training

Additional details regarding QRTs are provided in the Joint Test and Evaluation section of this report.
Test Resources

Defense Test Resources Management Center (DTRMC)

The USD(AT&L) completed manning of the DTRMC with a permanent director, staff, and contractor support in FY05.
Additionally, DOT&E transferred administration and management of the Central Test and Evaluation Investment Program
(CTEIP) and the Test and Evaluation Science and Technology (T&E/S&T) program and oversight of the Major Range and
Test Facilities Base (MRTFB) to the DTRMC in FY05.

The DTRMC published a strategic plan that continues to evolve and mature. The FYO05 strategic plan is more comprehensive
than previous plans, but remains focused on the MRTFB. I expect, as strategic planning matures, T&E resources such as the
OTAs and the workforce, will be included. DOT&E has worked to establish a partnership with the DTRMC to ensure the
DoD T&E investment strategy is adequate to meet future testing needs. This is an ongoing process.

Congressional direction called for the DoD to reverse the trend of increasing test costs to MRTFB customers with the
objective of charging only for direct test costs. During FY05, the DoD changed its financial management regulations to
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require the Services to comply with the new policy in the latest budget. As a result, roughly $580 Million has been realigned
to the MRTFB institutional funding lines. While this is a significant change, some time will be needed to assess its efficacy.

Air Warfare

During FY05, in response to DOT&E and USD(AT&L), the Defense Science Board (DSB) conducted a high-level review of

aerial targets to assess DT/OT issues, current and future threat projections and trends, and Service target payloads and control

systems. The study resulted in three key recommendations:

* Proceed with a replacement of the QF-4 drone target with an existing aircraft platform, striving for an unmanned vehicle
while developing a new target to represent likely future threats

* Proceed with aggressive efforts to develop and procure three types of supersonic anti-ship cruise missile targets (GQM-
163A, MA-31, Threat D)

* Migrate to a common target control system and provide a centralized management and planning function to the aerial
targets community

In response to these recommendations, the Air Force adopted a replacement strategy that will drone existing F-16s. This
strategy does not address concerns over the capability of a QF-16 to represent future threat aircraft. Also, plans to make the
QF-16 manned-capable increases the cost due to personnel safety considerations.

Land Warfare

Land warfare evaluations under realistic combat environments are limited by a lack of Real Time Casualty Assessment
(RTCA) instrumentation. Such instrumentation enables participants to be removed from combat scenarios in response
to attacks. RTCA instrumentation is needed to replace the aging and unwieldy MILES gear. It is also needed to
adequately assess the effects of air-to-ground operations. The technology exists to miniaturize the next generation of
RTCA instrumentation so it could be embedded into vehicles, and not unduly encumber individual soldiers. New RTCA
instrumentation has the added benefit of being able to support the training community.

Naval Warfare

DOT&E continues to emphasize realism and an enterprise approach to test defensive capabilities of shipboard combat
systems against threat-representative anti-ship cruise missile targets. Key to the enterprise approach for realistic testing are
the self defense test ship and a modeling and simulation test bed for estimating performance for variations in sea state, ship
signature, and radar propagation. The enterprise approach promises significant cost savings and avoids disparate “point
determinations” of capabilities for different ship classes. In a November 2005 memorandum to my office, the Deputy Chief
of Naval Operations (N6/N7) stated, “Navy is committed to funding the Enterprise Anti-Air Warfare Ship Self Defense Test
and Evaluation strategy to prove our warfighting systems perform to the requirement.”

Future Challenges

Software Dominance

Platform focused acquisition is being overtaken by software intensive systems-of-systems and network-centric concepts.
Platforms provide the space, weight, cooling, and power for significant software-driven mission capabilities. However,
integrating software packages is proving to be a time consuming challenge for complex systems. Frequent demonstrations
of integrated software performance early and throughout the development cycle is key to ensuring software-driven mission
capabilities are both ready for OT&E and to be fielded.

DOT&E has observed that mission capabilities of MDAPs—Acquisition Category I (ACAT I) programs—may be driven
significantly by software capabilities of smaller programs (i.e., ACAT III programs). There is a need to take a more holistic
view of managing and developing mission capabilities that includes not only the platform but all of the systems, regardless
of ACAT, that contribute to the mission capabilities. DOT&E recommended such an approach to the Defense Acquisition
Executive.

Testing in a Joint Environment

The DOT&E-led collaborative effort to develop a capability to test in a Joint mission environment continued throughout
FYO05. To create such a Joint mission environment, DOT&E developed a roadmap. The Deputy Secretary of Defense
(DEPSECDEF) approved the roadmap ecarly in FY05. The roadmap promotes:

« Institutionalizing the need to test in realistic Joint operational environments

» Defining capabilities in common, measurable, war fighting terms
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 Establishing persistent connectivity between Battle Labs, Hardware-in-the-Loop facilities, Software-in-the-Loop facilities,
DT facilities, and live force instrumentation
» Using connectivity to build the environments for Joint experimentation, development, test, and training

One key goal in the roadmap is to achieve “persistence.” Millennium Challenge and more recent exercises have proven the
technology works. The Multi-Service Distributed Event (MSDE) in August 2005 required about 300 people and 120 days
to establish the network for the exercise. Just as we saw in Millennium Challenge, the lack of persistence resulted in users
dismantling the MSDE network when the exercise was complete. We need an environment in which information exchange
can be achieved simply by changing the address. The roadmap points the way to building such a Joint mission environment
by linking existing single-Service assets when needed to create a DoD Joint asset.

DOT&E remains committed to establishing this capability for the Department. DOT&E sponsored a feasibility study as part
of its JT&E program to determine appropriate Joint Test and Evaluation Methods (JTEM). This will include recommended
policies and processes for conducting testing in a Joint mission environment. DOT&E worked to obtain funding for the Joint
Mission Environment Test Capability (JMETC) infrastructure—linking existing facilities. DOT&E led the implementation
planning effort throughout FY05 and the established partnerships, as reported in last year’s annual report, continue to grow
and mature.

David W. Duma
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DOT&E ACTIVITY AND OVERSIGHT

Activity Summary

DOT&E activity for FY05 involved oversight of 279 programs,
including 38 major automated information systems. Oversight
activity begins with the early acquisition milestones, continues
through approval for full-rate production and, in some instances,
during full production until deleted from the DOT&E oversight
list.

Our review of test planning activities for FYO0S included approval
of 56 Test and Evaluation Master Plans (TEMPs)/Test and

Evaluation Strategies, as well as 50 Operational Test Plans. Live
Fire Test and Evaluation (LFT&E) activity included the approval
of 10 LFT&E Strategies and Test Plans for inclusion in the
TEMPs. In FYO05 through Deceber 31, 2005, DOT&E prepared
nine reports for the Secretary of Defense and Congress.

DOT&E also prepared and submitted numerous reports to the
Defense Acquisition Board (DAB) principals for consideration in
DAB deliberations.

TEST AND EVALUATION MASTER PLANS / STRATEGIES APPROVED

Advanced Field Artillery Tactical Data System (AFATDS)
Advanced SEAL Delivery System (ASDS) Revision B

AGM-154C Joint Standoff Weapon System Revision B

Air and Missile Defense Planning and Control System (AMDPCS)

Air and Space Operations Center Weapon System (AOC-WS) Block 10
Capstone

AN/ALR-69A Radar Warning Receiver
AN/SPY-1 Radar System

Armed Reconnaissance Helicopter (ARH)
Army General Fund Enterprise Business System (GFEBS)

Ballistic Missile Defense System (BMDS) Integrated Master Test Plan
(IMTP)

Battle Command Sustainment Support System (BCS3)
Business Systems Modernization (BSM)

C-5 Reliability and Re-engining Program (RERP) Updated
C-17

C-130J

Cooperative Engagement Capability (CEC) Revision 3
DD(X) Destroyer Program Revision B TEMP

Defense Commissary Agency Commissary Advanced Resale
Transaction System (CARTS)

Defense Enterprise Accounting and Management System (DEAMS)
Defense Travel System (DTS) Version 1.3

Deployable Joint Command and Control (DJC2)

DoD Distributed Common Ground/Surface System (DCGS) Capstone
E-2C Mission Computer Upgrade (MCU) Revision B

Evolved Expendable Launch Vehicle (EELV)

Expeditionary Combat Support System (ECSS)

Extended Range/Multipurpose (ER/MP) Unmanned Aerial Vehicle
System (UAVS) Increment 1

F/A-18E/F Software Qualification Testing (SQT) Revision C
FIA-22
Global Broadcast Service (GBS)

Global Combat Support System (GCSS) (Combatant Command/Joint
Task Force) (CC/JTF) Phase 6

Global Command and Control System - Joint (GCCS-J) Block IV Annex
Global Command and Control System - Maritime (GCCS-M)

Guided Multiple Launch Rocket System (GMLRS) with Dual Purpose
Improved Conventional Munitions (DPICM)

High Mobility Artillery Rocket System (HIMARS) Update
Integrated Strategic Planning and Analysis Network (ISPAN)

Integrated Strategic Planning and Analysis Network (ISPAN)
Modernization (MOD) Program

Integrated System Control System Version 4 (ISYSCON V4) software
Version 6.4

Joint Land Attack Cruise Missile Defense Elevated Netted Sensor
System (JLENS)

Joint Surveillance Target and Attack Radar System (JSTARS)
Key Management Infrastructure (KMI) Version 1.9
Littoral Combat Ship (LCS)

Maneuver Control System (MCS)

Navy Advanced Extremely High Frequency (AEHF) Multi-Band
Terminal (NMT)

Shared Reconnaissance Pod (SHARP) F/A-18E/F Integration
Small Diameter Bomb (SDB)
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Space-Based Infrared System (SBIRS)
Spider XM155

Standoff Land Attack Missile - Expanded Response (SLAM-ER)
Revision E

Stryker Mobile Gun System (MGS)

Stryker Nuclear, Biological, and Chemical Reconnaissance Vehicle
(NBCRV) Revision 1

Submarine Exterior Communications System (SubECS) Capstone

Surface Electronic Warfare Improvement Program (SEWIP) Block 1A

Theater Battle Management Core System (TBMCS) Annex P,
Spiral 1.1.3

Torpedo Mk 49 ADCAP Rev 9
UH-60M Black Hawk
XM982 Excalibur Precision Engagement Projectiles

OPERATIONAL TEST PLANS APPROVED

AAR-47(V)2 Missile Warning System Force Development Evaluation

Acoustic Rapid Commercial Off-the-Shelf (COTS) Insertion
(ARCI)-AN/BQQ-10(V) Sonar System OT-I1A

Advanced Electronically Scanned Array (AESA) Phase Ill Radar
Upgrade (RUG) Operational Assessment (OT-C1 Phase 2)

Advanced SEAL Delivery Vehicle (ASDS) OPEVAL (OT-1IIA)

Amphibious Assault Ships Replacement (LHA(R)) Program Early
Operational Evaluation

AN/ALR-69A Radar Warning Receiver Operational Assessment
AN/SPY-1D(V) Radar System OT-IIG1

Army Battle Command Systems (ABCS) 6.4 Event Design Plan
Business System Modernization IOT&E

C-5 Avionics Modernization Program (AMP) Qualification Operational
Test and Evaluation (QOT&E)

C-130J (Stretch) Aircraft Event Design Plan version 2.0

C-130J/J-30 Phase 2 Qualification Operational Test and Evaluation
(QOT&E)

Defense Travel System (DTS) Monroe 1.7 Release LUT
Deployable Joint Command and Control (DJC2) MOT&E
DoD Teleport System, Generation One I0C-2 FOT&E
Evolved Sea Sparrow Missile (ESSM) OT-D1

F/A-22 Increment 1 FOT&E

F/A-22 Low Observable Stability Over Time Revision 1.2 Force
Development Evaluation

F/A-22 Operational Flight Program 3.1.3 Force Development Evaluation
Test Plan

F/A-22 TDS Mission Data Optimization, Annex B(05)
F-15 Annex, JMPS IOT&E

Future Aircraft Carrier (CVN 21) Initial Operational Test and
Evaluation (OT-B1)

Global Broadcast Service (GBS) Space System MOT&E-1

2 Activity and Oversight

Global Command and Control System - Joint (GCCS-J) v4.0 Global
Release OTP

Global Information Grid Bandwidth Expansion (GIG-BE) FOT&E
Joint Air-to-Surface Standoff Missile (JASSM) FOT&E (3/2005)
Joint Air-to-Surface Standoff Missile (JASSM) FOT&E (5/2005)

Joint Biological Agent Identification and Diagnostic System
(JBAIDS) MOT&E

Joint Mission Planning System - Maritime (JMPS-M) OPEVAL OT-IIA,
OT-1IB

Joint Mission Planning System (JMPS)

Joint Warning and Reporting Network Block Il Operational Assessment
1 Plan

KC-130J OT-IlIC(2)

KC-135 Global Air Traffic Management (GATM) Block 40.2

Large Aircraft Infrared Countermeasures (LAIRCM) System Phase Il OA
Littoral Combat Ship (LCS) Program OT-IA

MH-60R Multi-Mission Helicopter OPEVAL OT-IIB

Mk 48 ACOT-GCB Advanced Capability (ADCAP) Torpedo Follow-on
Operational Test and Evaluation (OT-IIIG)

Mobile Gun System Armor Coupon Combined Event Design Plan and
Detailed Test Plan

MV-22 OSPREY OT-IIG

RQ-4A Global Hawk Operational Assessment

Serial COTF/0028

Shared Reconnaissance Pod (SHARP) System OPEVAL (OT-IIB)

Ship Self Defense System (SSDS) Mk 2 Mod 1 Program FOT&E OT-IIIB
Phase 2

Ship Self Defense System (SSDS) Mk 2 Mod 2 Program Follow-on
Operational Test and Evaluation (OT-IIIC Phase 1)

Suite of Integrated Radio Frequency Countermeasures AN/ALQ-211(V)
Flight Test
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Transportation Coordinators’ Automated Information for Movements
System Il (TC-AIMS 1I) Block 2 Event Design Plan

XM155 Spider LUT

Surface Electronic Warfare Improvement Program (SEWIP) Operational
Assessment OT-D2

Surface Electronic Warfare Improvement Program (SEWIP) OT-D3
System Configuration Set (SCS) H-2E+, DT-IlI-H-2E+/OT-IlIC-H-2E+

LIVE FIRE TEST AND EVALUATION STRATEGIES AND TEST PLANS

Joint Air-to-Surface Standoff Missile (JASSM) Electronic Safe and Arm
Fuze (ESAF) LFT&E Strategy

Small Diameter Bomb (SDB) Flight Test SV-13a Test Plan

Small Diameter Bomb (SDB) Flight Test SV-8 Test Plan

C-130J Engine Nacelle Fire Extinguishing Evaluation (ENFEE) Test Plan
DD(X) Destroyer Live Fire Management Plan

Future Destroyer, DD(X) Live Fire Management Plan

Ground-Based Midcourse Defense Element Integrated Ground Test-3

Test Plan Small Diameter Bomb (SDB) Static Destination Test Plan
Heavy Lift Replacement (HLR) Helicopter Program’s Alternative XM1022 Long Range Sniper Ammunition LFT&E Strategy
LFT&E Strategy

REPORTS TO CONGRESS
PROGRAM REPORT TYPE DATE

CH-47F Improved Cargo Helicopter - Block 1 Combined OT&E / LFT&E Report November 2004
Joint Standoff Weapon Unitary (JSOW-C) Combined OT&E / LFT&E Report December 2004
Department of Defense National Airspace System (DoD NAS) OT&E Report March 2005
F/A-22 Combined OT&E / LFT&E Report March 2005
Guided Multiple Launch Rocket System (GMLRS) - XM30 Rocket | Combined OT&E / LFT&E Report May 2005
Large Aircraft Infrared Countermeasures (LAIRCM) System OT&E Report May 2005
High Mobility Artillery Rocket System (HIMARS) Combined OT&E / LFT&E Report June 2005
V-22 Osprey Program Combined OT&E / LFT&E Report September 2005
EA-6B Improved Capability Three (ICAP III) Weapons System OT&E Report October 2005

During FY05, DOT&E met with Service operational test In addition to on-site participation and local travel within the

agencies, program officials, private sector organizations, and
academia; monitored test activities; and provided information to
the DAB committees as well as the DAB principals, the Secretary
and Deputy Secretary of Defense, the Under Secretary of Defense
(Acquisition, Technology, and Logistics), the Service Secretaries,
and Congress. Active on-site participation in, and observation

of, tests and test-related activities remain the most effective tools.

national capital region, staff assistants took 571 trips to support
the DOT&E mission.

Security considerations preclude identifying classified programs
in this report. The objective, however, is to ensure operational
effectiveness and suitability do not suffer due to extraordinary
security constraints imposed on those programs.
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Program Oversight

DOT&E is responsible for approving the adequacy of plans for
operational test and evaluation, and for reporting the operational
test results for all major defense acquisition programs to the
Secretary of Defense, Under Secretary of Defense (Acquisition,
Technology, and Logistics), Service Secretaries, and Congress.
For DOT&E oversight purposes, major defense acquisition
programs were defined in the law to mean those programs
meeting the criteria for reporting under section 2430, title 10,
United States Code (Selected Acquisition Reports (SARs)).
The law (sec.139(a)(2)(B)) also stipulates that DOT&E may
designate any other programs for the purpose of oversight,
review, and reporting. With the addition of such “non-major”
programs, DOT&E was responsible for oversight of a total of
279 acquisition programs during FY05.

Non-major programs are selected for DOT&E oversight after
careful consideration of the relative importance of the individual
program. In determining non-SAR systems for oversight,
consideration is given to one or more of the following essential
elements:

» Congress or OSD agencies have expressed a high level of
interest in the program.

» Congress has directed that DOT&E assess or report on the
program as a condition for progress or production.

* The program requires joint or multi-Service testing. The
law (sec. 139(b)(4)) requires DOT&E to coordinate “testing
conducted jointly by more than one military department or
defense agency.”

* The program exceeds or has the potential to exceed the dollar
threshold definition of a major program according to DoD
5000.1, but does not appear on the current SAR list (e.g.,
highly classified systems).

* The program has a close relationship to or is a key component
of a major program.

* The program is an existing system undergoing major
modification.

* The program was previously a SAR program and operational
testing is not yet complete.

This office is also responsible for the oversight of LFT&E
programs, in accordance with 10 USC 139. DoD regulation uses
the term “covered system” to include all categories of systems

or programs identified in 10 USC 2366 as requiring Live Fire

test and evaluation. In addition, systems or programs that do not
have acquisition points referenced in 10 USC 2366, but otherwise
meet the statutory criteria, are considered “covered systems” for
the purpose of DOT&E oversight.

A covered system, for the purpose of oversight for LFT&E,
has been determined by DOT&E to meet one or more of the
following criteria:
* A major system, within the meaning of that term in 10 USC
2302(5), that is:
- User-occupied and designed to provide some degree of
protection to the system or its occupants in combat
- A conventional munitions program or missile program
* A conventional munitions program for which more than
1,000,000 rounds are planned to be acquired
* A modification to a covered system that is likely to
significantly affect the survivability or lethality of such a
system

DOT&E was responsible for the oversight of 96 LFT&E
acquisition programs during FY05.
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PROGRAMS UNDER DOT&E OVERSIGHT

CALENDAR YEAR 2005
(As taken from the January 2005 Official T&E Oversight List)

ARMY PROGRAMS

Abrams Tank Upgrade
Advanced Field Artillery Tactical Data System (AFATDS)

Advanced Threat Infrared Countermeasures/Common Missile
Warning System (ATIRCM/CMWS)

Aerial Common Sensor (ACS)

Air and Missile Defense Planning and Control System
(AMDPCS)

All Source Analysis System (ASAS)
Armed Reconnaissance Helicopter (ARH) Program

Battle Command Sustainment Support System (BCS3)

Black Hawk Upgrades (UH-60M) — Utility Helicopter Upgrades

Bradley Upgrade — Bradley M2A3 Infantry/M3A3 Cavalry
Fighting Vehicle

CH-47F — Cargo Helicopter (CH-47D Helicopter Upgrade
Program)

Defense Support Program (DSP) Multi-Mission Mobile
Processor (DM3P)

Distributed Common Ground System - Army (DCGS-A)

Excalibur (Family of Precision, 155 mm Projectiles)

Extended Range/Multipurpose Unmanned Aerial Vehicle
(ER/MP UAV)

Family of Medium Tactical Vehicles (FMTV)

Force XXI Battle Command Brigade and Below (FBCB2)
Program

Future Cargo Aircraft

Future Combat System (FCS) and all associated systems,
including:

* Network Battle Command

* Infantry Carrier Vehicle (ICV)

* Command and Control Vehicle (C2V)

* Recon and Surveillance Vehicle (R&SV)

* Mounted Combat System (MCS)

* Non-Line-of-Sight Mortar (NLOS-M)

* Non-Line-of-Sight Cannon (NLOS-C)

* Medical Vehicle (MV) (Treatment and Evacuation Variant)
* FCS Recovery Maintenance Vehicle (FRMV)

* UAV Class |

* UAV Class II

* UAV Class III

* UAV Class IV (Fire Scout)

6 Activity and Oversight

* Armed Robotic Vehicle (ARV) Assault (ASLT)

* Armed Robotic Vehicle (ARV) Assault Light (ASLT(L))

* Armed Robotic Vehicle (ARV) Reconnaissance and
Surveillance Target and Acquisition (RSTA)

* Multi-Function Utility/Logistics and Equipment Vehicle
(MULE) Countermine

* Multi-Function Utility/Logistics and Equipment Vehicle
(MULE) Transport

* Small Manpackable Unmanned Ground Vehicle (SUGV)

» Unattended Ground Sensors (UGS) (Tactical and Urban UGS)

* Non-Line-of-Sight Launch System (NLOS-LS) — to include
Precision Attack Munition (PAM) and Loitering Attack
Munition (LAM)

¢ Intelligent Munitions System (IMS)

* Mid-Range Munitions (MRM)

General Fund Enterprise Business System (GFEBS)
Global Combat Support System — Army (GCSS-A)
Global Command and Control System — Army (GCCS-A)

Guided Multiple Launch Rocket System (GMLRS) — Dual
Purpose Improved Conventional Munitions (DPICM)

Guided Multiple Launch Rocket System (GMLRS) — Unitary

High Mobility Artillery Rocket System (HIMARS), including
HIMARS Armored Cab

Integrated System Control (ISYSCON V4)
Javelin Anti-Tank Missile System — Medium
Joint Common Missile

Joint Land Attack Cruise Missile Defense Elevated Netted
Sensors (JLENS)

Joint Mission Planning System (JMPS)

Joint Network Transport Capability-Spiral (JNTC-S)/Joint
Network Node (JNN)

Joint Tactical Radio System (JTRS) Cluster 1 (JTRS Cluster 1)
Joint Tactical Radio System (JTRS) Cluster 5 (JTRS Cluster 5)
Joint Tactical Radio System Waveform (JTRS WAVEFORM)
Kiowa Warrior (OH-58D)

Land Warrior — Integrated Soldier Fighting System for
Infantrymen

Light Utility Helicopter
Longbow Apache (AH-64D) Block 11



DOT&E ACTIVITY AND OVERSIGHT

ARMY PROGRAMS (continued)

Longbow Apache (AH-64D) Block III

Hellfire Missile (Upgrades/Modifications), including Longbow
(RF) and SAL

Maneuver Control System (MCS) Army Tactical Command and
Control System (MCS (ATCCS))

Mobile Tactical High Energy Laser (MTHEL)

Objective Individual Combat Weapon (OICW) Increment I
Objective Individual Combat Weapon (OICW) Increment II
Objective Individual Combat Weapon (OICW) Increment 111

PATRIOT/Medium Extended Air Defense System Combined
Aggregate Program (PATRIOT/MEADS CAP)

Precision Guided Mortar Munitions (PGMM)
Shadow Unmanned Aerial Vehicle (Shadow UAV)

Single Channel Anti-Jam Man-Portable (SCAMP) (MILSTAR,
Block II)

Single Channel Anti-Jam Man-Portable (SCAMP) System
Enhancement Program (SEP)

Small Unmanned Aerial Vehicle (Small UAV)
Spider XM7 Network Command Munition

Stryker — Armored Vehicle and all associated systems, including:

» Stryker — Anti-Tank Guided Missile Vehicle

e Stryker — Commander’s Vehicle

» Stryker — Engineer Squad Vehicle

 Stryker — Fire Support Vehicle

 Stryker — Infantry Carrier Vehicle

e Stryker — Medical Evacuation Vehicle

e Stryker — Mortar Carrier

» Stryker — Reconnaissance Vehicle

» Stryker — Mobile Gun System

e Stryker — Nuclear, Biological, and Chemical (NBC)
Reconnaissance Vehicle

Suite of Integrated Radio Frequency Countermeasures (SIRFC)
(AN/ALQ-211)

Surface-Launched AMRAAM (SLAMRAAM)

Transportation Coordinators’ Automated Information for
Movements System II (TC-AIMS II)

Warfighter Information Network-Tactical (WIN-T)

XM307 Advanced Crew Served Weapon System (ACSWS)
(formerly the OCSWS)

NAVY PROGRAMS

21” Mission Reconfigurable Unmanned Undersea Vehicle
(21” MRUUV)

Acoustic Rapid Commerical Off-the-Shelf (COTS) Insertion
for SONAR

Active Electronically Scanned Array (AESA)
Advanced Deployable System (ADS)
Advanced SEAL Delivery System (ASDS)

AGM-88E Advanced Anti-Radiation Guided Missile
(AARGM) Program

AIM-9X Air-to-Air Missile Upgrade

Airborne Mine Neutralization System (AMNS)

Air Early Warning (AEW)

AN/AAR-47 V2 Upgrade Missile/Laser Warning Receiver
AN/ALR-67 Advanced Special Receiver (ASR) V2 and V3
AN/APR-39A V2 Radar Warning Receiver

AN/SPY-1 B/D (All Versions)

AN/WSQ-11 Countermeasure Anti-Torpedo

Ballistic Missile Technical Collection (BMTC)

Broad Area Maritime Surveillance (BAMS)

CG(X) — Next Generation Cruiser

Cooperative Engagement Capability (CEC)

Cobra Judy Replacement (CJR) - Ship-based Radar System
CVN 21 — Next Generation Nuclear Aircraft Carrier

CVN 68 — Nimitz Class Nuclear Powered Aircraft Carriers
DDG 51 Guided Missile Destroyer

DD(X) Future Surface Combatant including Long Range Land
Attack Projectile

Defense Integrated Military Human Resources System
(DIMHRS)

Deployable Joint Command and Control (DJC2)

E-2C Advanced Hawkeye (E2C Radar Modernization
Program (RMP))

E-2D Reproduction Hawkeye Carrier-based Early Warning
Aircraft

Activity and Oversight
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DOT&E ACTIVITY AND OVERSIGHT

NAVY PROGRAMS (continued)

EA-6B Improved Capabilities (ICAP) III and Multiple Upgrades
(Low Band Transmitter, Band 7-8 Transmitter, USQ-113
Communications Jammer)

EA-18G (Electronic Attack variant of F/A-18)

Expeditionary Fighting Vehicle (EFV)

Evolved Sea Sparrow Missile (ESSM)

Extended Range Munition (ERM)

F/A-18 E/F Hornet Naval Strike Fighter (All Upgrades)
Fixed Distributed System (FDS)

Global Command and Control System — Maritime (GCCS-M)
Global Combat Support System — Marine Corps (GCSS-MC)

H-1 Upgrades (4BW/4BN) — U.S. Marine Corps Upgrade to
AH-1W Attack Helicopter and UH-1N Utility Helicopter

Heavy Lift Replacement (HLR) Helicopter (CH-53X Upgrade to
U.S. Marine Corps H-53 Program)

Identification Friend or Foe Mark XIIA Mode 5

Integrated Defensive Electronic Countermeasure (IDECM)
Joint High Speed Vessel (JHSV)

Joint Mission Planning System (JMPS)

Joint Standoff Weapon (JSOW) Baseline Variant and Unitary
Warhead Variant

KC-130J Aircraft

LHA(R) — New Amphibious Assault Ship
LHD 1 Amphibious Assault Ship

LHD 8 Amphibious Assault Ship

Littoral Combat Ship (LCS)

LPD 17 Amphibious Transport Dock (Includes 30 mm
ammunition)

Maritime Prepositioning Force (Future) (MPF (F))
MH-60R Multi-Mission Helicopter Upgrade
MH-60S Helicopter (Utility helicopter)

Mk 48 Torpedo Mods

Multi-Functional Information Distribution System — Low Volume

Terminal (MIDS-LVT)

Multi-Mission Maritime Aircraft (MMA)

Naval Integrated Fire Control-Counter Air (NIFC-CA)
Navy Advanced EHF Multi-Band Terminal (NMT)

Navy Enterprise Resource Planning (ERP) (includes
Navy Enterprise Maintenance Automated Information
System (NEMAIS)

Navy-Marine Corps Intranet (NMCI)

Rapid Airborne Mine Clearance System (RAMICS)
Rolling Airframe Missile (RAM)

Ship Self Defense System (SSDS)

SSGN Ohio Class Conversion

SSN 21 Seawolf /AN/BSY-2

SSN 774 Virginia Class Submarine

Standard Missile 2 (SM-2) Block I1IB

Standard Missile 2 (SM-2) Block IV

Standard Missile 6 (SM-6)

Submarine Exterior Communications System (SubECS) (Includes
Common Submarine Radio Room (CSRR))

Surface Electronic Warfare Improvement Program (SEWIP)
T-45TS — Undergraduate Jet Pilot Training System

T-AKE Lewis & Clark Class of Auxiliary Dry Cargo Ships
T-AOE(X) Fast Combatant Support Ship

Tactical Control System (TCS)

Tactical Tomahawk Missile

Tactical Tomahawk Mission Planning System/Tomahawk
Command and Control System (MPS/TCCS)

Trident II Missile
V-22 Osprey Joint Advanced Vertical Lift Aircraft
Vertical Take-Off Unmanned Aerial Vehicle (VTUAV)

VH-71 Presidential Helicopter Fleet Replacement Program
(formerly the VXX program)

AIR FORCE PROGRAMS

Advanced Extremely High Frequency (AEHF) Program
Advanced Medium Range Air-to-Air Missile (AMRAAM)

8 Activity and Oversight

Advanced Polar System (APS)
Air Operations Center — Weapons System (AOC-WS)



DOT&E ACTIVITY AND OVERSIGHT

AIR FORCE PROGRAMS (continued)

Airborne Warning and Control System (AWACS (E-3)) Upgrades
ALR-56M Radar Warning Receiver
ALR-69A Radar Warning Receiver

B-2 SPIRIT Advanced Extremely High Frequency SatCom
Capability (B-2 EHF)

B-2 Radar Modernization Program (B-2 RMP)
B-52 Re-engining Program
B-52 Standoff Jammer (SOJ)

Battle Control System — Mobile (BCS-M) (formerly the Tactical
Air Control System (TACS))

C-5 Avionics Modernization Program (AMP)

C-5 Reliability and Re-engining Program (RERP)
C-17A — Globemaster IIT Advance Cargo Aircraft
C-130 Avionics Modernization Program (C-130 AMP)
C-130J Hercules Cargo Aircraft (All Variants)

Combatant Commanders Integrated Command and Control
System (CCIC2S)

Combat Information Transport System Combatant (CITS)

Combat Survivor Evader Locator (CSEL) and the PRC Family of
Handheld Survivor Radios

Defense Enterprise Accounting Management System (DEAMS)

Deliberate and Crisis Action Planning and Execution
Segments (DCAPES)

Distributed Common Ground System — Air Force (DCGS-AF)
(including Block 10)

E-4B Modernization Program
E-8 Joint Surveillance Target Attack Radar System (JSTARS)

E-10A Multi-Sensor Command and Control Aircraft (MC2A)
Program

Evolved Expendable Launch Vehicle (EELV)
Expeditionary Combat Support Systems (ECSS)

F-15 Tactical Electronic Warfare Suite (TEWS) (AN/ALQ-135
Band 1.5 Fiber-Optic Towed Decoy)

F/A-22 — Advanced Tactical Fighter

F-35 Joint Strike Fighter (JSF)

F-117 Infrared Acquisition and Designation System (IRADS)
Family of Beyond Line-of-Sight Terminals (FAB-T)

Global Broadcast Service (GBS)

Global Command and Control System — Air Force (GCCS-AF)
Global Hawk High-Altitude Endurance Unmanned Aerial Vehicle

Global Positioning System III (GPS III)
Global Transportation Network-21 (GTN-21)
Integrated Strategic Planning and Analysis Network (ISPAN)

Joint Air-to-Surface Standoff Missile (JASSM) and JASSM
Expanded Response (ER)

Joint Direct Attack Munition (JDAM)

Joint Helmet Mounted Cueing System (JHMCS)

Joint Precision Approach and Landing System (JPALS)
Joint Primary Aircraft Training System (JPATS)

Joint Tactical Radio System (JTRS) Airborne/Maritime/Fixed
Station (AMF)

Joint Unmanned Combat Air System (JOINT UCAS) (Includes
Air Force and Navy UAV programs)

KC-135 Global Air Traffic Management (GATM) Upgrade
KC-135 Tanker Replacement Program (KC-135 Replacement)
Large Aircraft Infrared Countermeasures (LAIRCM)

Milstar — Satellite Low/Med-Data Rate Communications
Minuteman IIT Guidance Replacement Program (GRP)
Minuteman III Propulsion Replacement Program (PRP)

Mission Planning System (MPS) including the Joint Mission
Planning System (JMPS)

Mobile User Objective System (MUOS)

Multi-Platform Radar Technology Insertion Program (MP RTIP)
Multiple Platform — Common Data Link (MP-CDL)

National Airspace System (NAS)

National Polar-Orbiting Operational Environment Satellite
System (NPOESS)

NAVSTAR Global Positioning System (GPS)

Navy Extremely High Frequency (NESP) Satellite
Communications (SATCOM) Program

Orbital Deep Space Imager (ODSI)

Personnel Recovery Vehicle (PRV)

Predator Unmanned Aerial Vehicle (UAV) RQ/MQ-1
Predator B Armed Unmanned Aerial Vehicle (UAV) MQ 9

Space-Based Infrared System Program, High Component (SBIRS
HIGH)

Space-Based Radar (SBR)
Small Diameter Bomb (SDB)
Secure Mobile Anti-Jam Reliable Tactical Terminal (SMART-T)

Activity and Oversight 9



DOT&E ACTIVITY AND OVERSIGHT

AIR FORCE PROGRAMS (continued)

Theater Battle Management Core System (TBMCS) Ultra High Frequency (UHF) Follow-on Satellite
Transformational SATCOM System (TSAT) Wideband Gapfiller

OTHER DoD PROGRAMS

Ballistic Missile Defense Program Global Information Grid Bandwidth Expansion (GIG-BE)

» Aegis Ballistic Missile Defense (BMD) and SM-3 BLOCK 1

* Ground-Based Midcourse Defense Segment (Includes
Ground-Based Interceptor [GBI], Ground-Based Radar [GBR], Internet Protocol version 6 (IPv6)

High Performance Computing Modernization (HPCM)

and Battle Management C3 [BMC3]) Joint Biological Agent Identification and Diagnostic
 Space Tracking and Surveillance System (STSS) System (JBAIDS)
* Terminal High-Altitude Area Defense (THAAD) Joint Biological Point Detection System (JBPDS)

* YAL-1 Airborne Laser (ABL)

] ] ) Joint Biological Standoff Detection System (JBSDS)
Artemis (Chemical Agent Standoff Detection System)

Joint Chemical Agent Detector (JCAD)

Business System Modernization (BSM) Joint Command and Control (JC2)

Chemical Demilitarization Program — Assembled Chemical

Weapons Alternatives (CHEM DEMIL-ACWA) Joint Service Light Nuclear, Biological, and Chemical
. S ) ) (NBC) Reconnaissance System (JSLNBCRS)

Chemical Demilitarization Program — Chemical Materials . . . . .

Agency (CHEM DEMIL-CMA) Joint Service Lightweight Standoff Chemical Agent

Detector (JSLSCAD)

Joint Service Sensitive Equipment Decontamination (JSSED)
Joint Warning and Reporting Network (JWARN)

Key Management Infrastructure (KMI)

Chemical Demilitarization Program — Chemical Materials
Agency Newport (CHEM DEMIL-CMA NEWPORT)

Composite Health Care System II (CHCS II)

Consolidated Advanced Resale Transaction System (CARTS)
Defense Message System (DMS)

Defense Travel System (DTS)

Global Combat Support System COCOM/JTF (GCSS (CC/JTF))
Global Command and Control System — Joint (GCCS J)

Global Electromagnetic Spectrum Information System (GEMSIS)

Net-Centric Enterprise Services (NCES)
Public Key Infrastructure (PKI)

Single Integrated Air Picture (SIAP)

Teleport

Theater Medical Information Program (TMIP)

10 Activity and Oversight
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Business Systems Modernization (BSM)

Executive Summary

* The Joint Interoperability Test Command completed the initial
operational testing of Business Systems Modernization (BSM)
in November 2004.

» Test results showed that the system is operationally
effective and operationally suitable, but had some suitability
deficiencies.

* As the fielding of the system continues, the program manager
must pay particular attention to potential adverse impacts to
performance measures as new and inexperienced users are
added to the system.

System

* BSM consists of a suite of commercial off-the-shelf (COTS)
hardware and software products. An Enterprise Resource
Planning (ERP) package serves as the backbone system
providing procurement, finance, and order fulfillment business
functions.

* An Advanced Planning and Scheduling (APS) COTS package
is combined with the ERP to provide supply and demand
planning functions. These two packages support the majority
of functional requirements.

* Additional functional requirements are satisfied by a
combination of additional COTS applications, existing
government off-the-shelf software, and specific software
extensions to the ERP package.

* When fully deployed, BSM will support approximately
6,800 Defense Logistics Agency (DLA) employees located
primarily at three Defense Supply Centers in Columbus, Ohio;
Philadelphia, Pennsylvania; and Richmond, Virginia.

* BSM will replace DLA’s primary legacy systems—The
Standard Automated Material Management System and the
Defense Integrated Subsistence Management System.

Mission

* The DLA supply centers equipped with BSM will be able
to provide the best value logistics and contract management
support to U.S. Armed Forces.

* The DLA uses BSM to manage specific outcomes, to allow
optimization within given levels of resources, and to enable
focused support on product and operating-cost reductions.

* BSM enables the DLA to continuously reengineer its logistics
processes to reflect best business practices.

Activity

* The Joint Interoperability Test Command conducted the initial
operational testing of BSM in October and November of
2004. It consisted of more than 4,500 direct observations of
BSM users performing their jobs in live mission environment
at five DLA sites: Philadelphia, Pennsylvania; Columbus,
Ohio; Richmond, Virginia; New Cumberland, Pennsylvania;
and DLA Headquarters, Fort Belvoir, Virginia. Also, test
personnel assessed selected functionality at the Defense
Finance and Accounting Service Center in Columbus,
Ohio. Test data was collected to support the resolution of
more than 400 measures of performance in support of the
evaluation of five critical operational issues in the areas of
mission performance, information assurance, interoperability,
usability, and availability.

* Operational testing has been done in accordance with the
DOT&E-approved Test and Evaluation Master Plan and test
plans.

Assessment

Operational testing was adequate to resolve all critical
operational issues. The system is operationally effective and
operationally suitable (with deficiencies) to support the DLA
missions. The system successfully met more than 90 percent

of the total measures of performance in the test, with all critical
ones successfully demonstrated. System usability, especially the
display of data, needed improvement. Training was determined
to be marginally adequate. User surveys showed a strong desire
for additional or advanced training on the system.

BSM represents both the first successful implementation of an
ERP system in the DoD, and represents an excellent example of
an event-driven system acquisition.

BSM 11



DOD PROGRAMS

Recommendations

1. The program manager must pay attention to adverse impacts to 2. The program manager should investigate ways to improve
operational performance measures as new and inexperienced training and enhance data presentation to the user’s computer
users are added to the system. screens to improve system usability.

12 BSM



Chemical Demilitarization Program — Assembled
Chemical Weapons Alternatives (CHEM DEMIL-ACWA)

Executive Summary

* U.S. Army testing of stockpile and nonstockpile systems in
the Chemical Demilitarization Program has been adequate
to ensure the safe and efficient disposal of chemical warfare
material.

* All Operational Testing (OT) was conducted in accordance
with DOT&E-approved test plans.

* Successful testing was conducted at Anniston, Alabama;
Umatilla, Oregon; Pine Bluff, Arkansas; Aberdeen, Maryland;
and Newport, Indiana, stockpile facilities.

 Successful testing of nonstockpile programs was conducted
for two Explosive Destruction Systems (EDS), and also for the
Munitions Assessment and Processing System (MAPS).

* Agent destruction operations began at Pine Bluff, Aberdeen,
and Newport facilities.

System
 Five stockpile disposal facilities are employing the baseline
chemical weapons disassembly and incineration process:
- Aberdeen, Maryland
- Anniston, Alabama
- Pine Bluff, Arkansas
- Tooele, Utah
- Umatilla, Oregon
» Three stockpile disposal facilities are employing chemical
neutralization of agents, followed by post-treatment of the
neutralized products:
- Blue Grass, Kentucky
- Newport, Indiana
- Pueblo, Colorado
* There are three nonstockpile fixed facilities:
- Pine Bluff Ton Container Destruction Facility (PBTCDF)
- Pine Bluff Binary Destruction Facility (PBBDF)
- Munitions Assessment and Processing System

* There are four nonstockpile transportable systems:
- Explosive Destruction System — 1 (EDS-1)
- Explosive Destruction System — 2 (EDS-2)
- Large Item Transportable Access and Neutralization System
- Single Chemical Agent Identification Set Access and
Neutralization System

Mission

» The United States is using the Chemical Demilitarization
Program to comply with the Chemical Weapons Convention.
This is a major arms control and nonproliferation treaty
that requires the destruction of the U.S. stockpile of lethal
chemical agents and munitions, and nonstockpile chemical
warfare material.

* The Nonstockpile Chemical Material Project is responsible
for the destruction of nonstockpile chemical warfare material,
including the components of binary chemical weapons,
miscellaneous chemical warfare material, recovered chemical
weapons, former production facilities, and buried chemical
warfare material.

Activity

The test and evaluation program for each stockpile incineration

disposal facility consists of several phases:

* The Developmental Testing (DT) phase consists of subsystem
component testing without agent.

* The DT/OT phase employs surrogate agents in all test events,
culminating in trial burns of the furnaces and end-to-end
operations of the facility.

* The OT phase consists of agent trial burns and initial
operations with agent.

OT supports a decision to proceed to full operational status for
a specific agent/munition campaign (e.g., one campaign would
destroy eight-inch projectiles equipped with Sarin nerve agent,
another would destroy ton containers of mustard blister agent).
After completion of a campaign, the facility will revert to OT
status for the next planned campaign. This process will be
repeated until destruction of all agent/munition configurations
in the site’s stockpile is complete. DOT&E monitors the test
activity and independently analyzes test data for all stockpile
facilities and nonstockpile systems.

CHEM DEMIL-ACWA 13



Eight M55 rocket fires occurred during processing at baseline
facilities, including six in FY05 at Umatilla Chemical Destruction
Facility and Pine Bluff Chemical Destruction Facility. The

root cause for these events is unknown, and an investigation

is ongoing. Additionally, following processing of multiple-
round packages in the nonstockpile Explosive Destruction
System-2, agent presence was detected. In both cases, all safety
systems worked as designed, and the chemical agent never left
engineering control.

As of March 2005, approximately 36 percent of the total U.S.
chemical weapons stockpile (originally 31,496 agent tons) had
been destroyed. FYO0S5 test activity for stockpile facilities and
nonstockpile systems is summarized in the table below.

Assessment
U.S. Army testing of stockpile and nonstockpile systems in the
Chemical Demilitarization Program has been adequate to ensure

the safe and efficient disposal of chemical warfare material.

The U.S. Army Material Systems Analysis Activity is providing
effective independent oversight of the testing of both stockpile
and nonstockpile programs. Their expertise and vigilance have
resulted in the early identification and resolution of the problems
that surface from time-to-time. Fully integrated operational
demos that confirm all phases of preparation, destruction/
neutralization, and disposal work as intended remain a critical
criterion before transition to operations with live agent.

Recommendations
None.

Chem Demil Test and Evaluation Activity

Facility/System Technology FY05 Activity Agent Tested Planned FY06 Activity
Anniston Incineration oT Sarin (a) oT
Umatilla Incineration oT Sarin (b) oT
Pine Bluff Incineration DT/OT; OT Surrogate, Sarin (c) oT
Aberdeen Neutralization DT, OT Mustard (d) oT
Newport Neutralization DT/OT; OT Surrogate, VX (e) oT
EDS-1/2,3 Neutralization FOT&E (f) Lewisite, Arsenicals, VX FOT&E

EDS-2 Neutralization FOT&E (g) Mustard FOT&E

MAPS Neutralization DT/OT Surrogate, Mustard, Sarin, Phosgene FOT&E (h)
PBBDF Neutralization DT Surrogate oT
PBTCDF Neutralization oT Potential trace agent (Lewisite observed) oT

(a) Sarin-filled eight-inch, 155 mm, and 105 mm projectiles were tested.

(b) Sarin-filled MC-1 bombs and ton containers were tested.

(c) Sarin-filled M-55 rockets were tested.
(d) Mustard agent destruction complete February 2005. Ton container cleanout process was tested.
(e) VX-filled ton containers were tested.
(f) An Operational In-Process Review conditional fielding decision for EDS-1/2,3 was made in October 2002.

(g) An Operational In-Process Review conditional fielding decision for EDS-2 was made in September 2004.

(h) FOT&E will commence upon availability of appropriate recovered chemical munitions.
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Composite Health Care System Il (CHCS II)

Executive Summary

Phase I of Block 2 operational testing was completed in July
2004. Phase II was completed in November 2004.

The optometry module is operationally effective, suitable, and
survivable.

The dental module is not operationally effective or suitable,
but is survivable.

System

The Composite Health Care System II (CHCS 1I) is a Major
Automated Information System that is used in military
medical treatment facilities worldwide to support patient care.
CHCS 1I links multiple commercial off-the-shelf medical
products and introduces new techniques and procedures for
recording patient encounters. It standardizes medical and
dental information, and makes it immediately available to
military health care professionals worldwide.
CHCS 1I consists of three blocks:
- Block 1 provides medical information.
- Block 2 integrates medical, dental, and optometry
information.
- Block 3 will replace legacy ancillary functions such
as pharmacy, laboratory, and radiology; and extends
capabilities from the ambulatory to the in-patient
environment.

Mission

The military health care providers equipped with CHCS II can

create and maintain a uniform, comprehensive, legible, secure,

electronic health record for all beneficiaries of the Military
Health System.

* A comprehensive, integrated electronic medical and dental
record is critical to satisfy readiness requirements and provide
quality health care services.

» The system manages and records patient encounters, calculates
third party billing, and performs or integrates various clinical
operations that include order entry, order monitoring, and
results retrieval.

* In addition to supporting medical and dental care, CHCS 1II is
a key enabler to Force health protection and population health
improvement.

Activity

CHCS 1I employs an incremental development approach.
Block 1 is being fielded.

The Block 2 operational test began with Phase I in July 2004
and concluded with Phase II (which targeted specific areas of
concern) in November 2004. Evaluation was completed in
February 2005.

Testing was conducted on systems with typical users at seven
test sites in Virginia and Texas.

Both optometry and dental capabilities were tested in Phase I.
Only the dental module required additional testing in Phase I1.
Operational testing has been done in accordance with the
DOT&E-approved Test and Evaluation Master Plan and test
plans.

Assessment

Operational testing was adequate. The optometry module is
operationally effective, suitable, and survivable. The optometry
module is ready for worldwide deployment.

The dental module, however, is not operationally effective or
suitable (although it is survivable), despite the program office’s
substantial efforts to improve the capability between Phase I and
Phase II testing. Observed deficiencies include:

» Lowered productivity (patient throughput)

 Inadequate mission support (procedures and products)

» Poor usability of the software

CHCS I 15



The dental module slowed operations to an unacceptable pace 2. The correction to the deficiencies should focus on the

and required dentists to follow a frustrating and sometimes following:

illogical set of procedures. Despite these deficiencies, the - Using more logical procedures that mirror the processes

system offers benefits overall, including a legible, accurate, and military dentists are trained to follow

electronically transferable health record. - Providing a patient record that can be easily read and

understood in all dental treatment facilities

Recommendations 3. Conduct follow-on test and evaluation on the dental module

1. The dental module is not ready for deployment until correction after the deficiencies have been corrected and verified during
and verification of software deficiencies. developmental testing.

16 CHCS I



Defense Message System (DMS)

Executive Summary

* The Defense Message System (DMS) 3.0 achieved full
fielding approval for the DoD General Service messaging
community in July 2002.

* The Joint Interoperability Test Command conducted an
operational assessment of DMS 3.1 in May 2005. DMS 3.1 is
not operationally effective or suitable.

* The Air Force Information Warfare Center conducted a
vulnerability assessment in conjunction with the operational
assessment. Many security vulnerabilities were identified both
at the infrastructure and site level.

» A follow-on test is required after all major deficiencies
identified during the operational assessment are fixed.

System

* DMS is the messaging component of the DoD Global
Information Grid. DMS consists of all hardware, software,
procedures, standards, facilities, and personnel used to
exchange messages electronically between organizations and
individuals in the DoD. DMS also includes the interfaces to
the messaging systems of other government agencies, allies,
defense contractors, and other approved organizations.

* DMS is a secure and accountable writer-to-reader messaging
system.

* DMS is to replace the legacy Automatic Digital Network
organizational messaging system. During the transition, DMS
uses the Multi-Function Interpreter as the primary means of

providing interoperability with the Automatic Digital Network.

For messages across security domains (e.g., Secret and
unclassified), DMS uses the High Assurance Guard to provide

secure guard services. DMS users interface with tactical users
through the Standard Tactical Entry Point.

* Some communities (e.g., small deck Navy ships, non-DoD
federal departments, allies, and defense contractors) will
continue to operate their legacy messaging systems using the
National Gateway Center to communicate with each other and
to interface with DMS.

Mission

* DoD users, including deployed tactical forces, use DMS to
exchange both classified and unclassified messages.

« DMS also enables DoD users to interface with allies, other
government agencies, defense contractors, and other approved
activities outside of DoD.

Activity

* DMS 3.0 received full fielding approval for the DoD General
Service messaging community in July 2002. Operational
test results showed that the system performed well overall
with deficiencies in the information assurance area. System
administrators had failed to protect all system elements,
attributable primarily to poor security password and system
administration practices.

* In May 2005, the Joint Interoperability Test Command
led a multi-Service and agency test team in an operational
assessment of DMS 3.1. DMS 3.1 provided an upgraded
commercial software baseline among other enhancements,
including enhanced originator requested alternate recipient
capabilities. Concurrent with the operational assessment,
the Air Force Information Warfare Center conducted a
vulnerability assessment.

» Operational testing has been done in accordance with the
DOT&E-approved Test and Evaluation Master Plan and test
plans.

Assessment

DMS 3.1 is not operationally effective or suitable as tested in
May 2005. Test results revealed that DMS message delivery was
mostly successful using the classic DMS products. However,
sites using the new DMS core products of the automated Message
Handling System and/or Defense Message Dissemination

System showed unacceptable performance. Furthermore,

DMS messaging to the legacy and allied systems through the
Multi-Function Interpreter did not perform well during the test.
Message traces indicated a high percentage of messages lost or
timed-out in the legacy systems. Messaging between unclassified
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and Secret security enclaves also exhibited difficulties mostly
due to the operations of the Tactical Guard, which prevented
successful message exchanges across the security enclaves.

Vulnerability assessment results showed that there were many

deficiencies that existed at both the infrastructure and site level.

Noted vulnerabilities included:

» Software security patches and service packs were outdated or
missing.

* Weak, null, or default passwords were being used.

» Excessive file and directory permissions.

» Unnecessary services and/or applications were allowed.

18 DMS

* Clear text protocols were used.
 Inconsistent account management policies across the sites.

Recommendations

1. DMS 3.1 fielding should not commence until all major
deficiencies identified during the operational assessment are
fixed and corrections are verified by the operational testers in a
follow-on test.

2. Identified security deficiencies that DMS does not have direct
control over should be referred to the user sites directly for
remediation.



Defense Travel System (DTS)

Executive Summary

Army Test and Evaluation Command (ATEC) completed an
operational assessment in 1QFYO05 for the Centrally Billed
Accounts 2.0, a module of the Madison Release. It is not
operationally effective or suitable. Fielding is currently
restricted to seven pilot sites and additional testing will
proceed as soon as the program manager completes correction
of the deficiencies in a new module called Centrally Billed
Accounts 3.0.

The Limited User Test (LUT) of Madison core capabilities
began in 1QFY05. The program manager corrected several
deficiencies found during the initial testing. The corrections
were verified during additional testing. The LUT was
completed in 2QFYO05.

ATEC conducted a follow-on operational assessment of the
fielded Madison core capabilities during 4QFY05. Evaluation
of the operational assessment results is in progress.

System

The Defense Travel System (DTS) is a Major Automated
Information System for supporting DoD travel requirements
and reducing the associated cost for the Department. With
DTS, there is opportunity for travelers to perform many of the
administrative tasks themselves.

There are two blocks of software development. The initial
focus is on Temporary Duty travel (Block 1). The focus will
later shift to Permanent Change of Station travel (Block 2).
The program manager is developing DTS in releases of
increasing functionality. Each Block 1 release is named after a
U.S. President. Currently, a Madison release has been fielded,

while Monroe is under testing. The final Block 1 release will
be Quincy Adams.

Mission

* DoD travelers use DTS as a single interface to process their
end-to-end travel requirements via a virtual private network.
It offers an automated mechanism for travelers to prepare
travel authorizations and vouchers, get the documentation
approved, and be reimbursed once their travel is completed.

* DTS integrates commercial travel reservation systems
and DoD accounting and disbursing systems using secure
networks and procedures.

e DTS is designed to automate and streamline the DoD travel
process.

Activity

In 1QFY05, ATEC completed an operational assessment of
Centrally Billed Accounts 2.0.

ATEC began testing the core capabilities of Madison Release
in IQFYO05. Unsatisfactory test results led to two retests as
the program manager corrected deficiencies and continued to
improve the system. The LUT was successfully completed in
2QFYO05.

ATEC also conducted a follow-on operational assessment of
the fielded Madison core capabilities during 4QFY05.

The DTS program has developed the Monroe release, which
provides additional capabilities, such as debt management and
constructive travel. ATEC completed a LUT for the Monroe
release in November 2005.

Operational testing has been done in accordance with the
DOT&E-approved Test and Evaluation Master Plan and test
plans.

Assessment

For a Major Automated Information System, it is usual to test

at selected operational sites with a production system prior to

a full fielding decision. Since DTS is a web-based system, the
traditional way of conducting an operational test is not practical.
Any new release placed on the web server for operational testing
would already be fully fielded.

To mitigate the risk, ATEC conducts a LUT in a test environment
(not an operational environment) with production representative
hardware and software. Real users execute test scenarios
developed by ATEC. If the LUT results are positive, the

new release will be made available operationally. ATEC will
then conduct a follow-on operational assessment at selected
operational sites to confirm the performance of the new release
and to identify opportunities for improvements. Based on the

DTS 19



Madison LUT results, ATEC considered the release operationally
effective, suitable, and survivable, but with deficiencies noted.
We agreed to the installation of the new Madison release for an
in-field operational assessment. The operational assessment data
collection was completed, but data analysis is still ongoing.

Although DTS worked satisfactorily with most of its many
interfacing accounting and disbursing systems, there was an
anomaly with the legacy Washington Headquarters Services
Allotment Accounting Systems, which caused delay in processing
some of the DTS transactions. Although this problem was
subsequently fixed by the maintenance staff of the legacy
accounting systems, these systems were not available to process
FYO06 transactions for the first two weeks of the new fiscal year.
Any problem such as this requires implementing workarounds
and confuses those travelers that have to use DTS interfacing
with these legacy systems.

The Centrally Billed Accounts 2.0 module of Madison is
neither operationally effective nor suitable. The credit card
reconciliation process is not prompt and there are certain
interoperability and business process deficiencies, such as
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occasional non-receipt of charge card vendor invoices and
cumbersome manual reconciliation processes.

The Monroe release is not operationally effective or suitable,
but is survivable. There are many faulty cost computations

on obligations, vouchers, debt resolutions, cost entitlements,
remittances, waivers, and payroll deductions, which led to many
data exchange rejections by interfacing systems.

Recommendations

1. The Centrally Billed Accounts 2.0 module should not be
fielded past the pilot sites until the program manager corrects
the deficiencies and the fixes are verified by ATEC.

2. The Monroe release should not be fielded until the program
manager corrects the deficiencies and ATEC retests the release.

2. The Monroe release operational assessment should include
the legacy accounting system to avoid problems that were
experienced in the past.

3. Fix or replace the legacy Washington Headquarters Services
Allotment Accounting System. This responsibility is with the
owner of this legacy system versus the DTS program manager.



Global Command and Control System — Joint (GCCS-J)

Executive Summary

Joint Interoperability Test Command (JITC) conducted the
Global Command and Control System Joint (GCCS-J) v4.0
Global Release and Joint Operation Planning and Execution
System (JOPES) operational tests from April to June 2005 at
multiple sites.

Operational testing was adequate and conducted in accordance
with DOT&E-approved Test and Evaluation Master Plan and
test plan.

The GCCS-J v4.0 system, together with v4.0.1 corrective
actions, is operationally effective, suitable, and survivable.

System

GCCS-J v4.0 consists of three main components:
- The Status of Resources and Training System
- The JOPES Global Release, which upgrades the Common

Operational Picture and Integrated Imagery and Intelligence

applications
GCCS-J v4.0 features an adaptable client/server architecture
using commercial software and hardware, open systems
standards, office automation, government-developed military
planning software, and an increasing use of World Wide Web
technology.

Mission

Joint Commanders utilize the GCCS-J to accomplish
command and control.

It provides commanders with an integrated, scalable command
and control, communications, computers, and intelligence
system.

It links the National Command Authority to the Joint Task

Force, component commanders, and Service-unique systems
at lower levels of command.

It provides battlespace awareness and a fused battlespace

picture by exchanging data, imagery, intelligence, status of
forces, and planning information.

» It processes, correlates, and displays geographic track

information on friendly, hostile, and neutral land, sea,
and air forces, integrated with available intelligence and
environmental information.

Activity

JITC conducted the GCCS-J v4.0 Global Release operational
test in April 2005 at multiple sites, including U.S. Pacific
Command (PACOM), U.S. Special Operations Command
(SOCOM), U.S. Central Command (CENTCOM), U.S.
Northern Command (NORTHCOM), and U.S. Transportation
Command (TRANSCOM). Testing focused on situational
awareness, force protection, intelligence, force projection,
force readiness, and force employment applications/modules.
JITC conducted the GCCS-J v4.0 JOPES operational test

in June 2005 at multiple sites, including U.S. European
Command, U.S. Joint Forces Command, U.S. Southern
Command, U.S. Strategic Command, PACOM, SOCOM,
CENTCOM, NORTHCOM, and TRANSCOM.

JITC conducted interoperability testing during both of the
above-mentioned operational test periods.

* JITC conducted regression testing on GCCS-J v4.0.1 in July

2005.

Assessment
* Operational testing of GCCS-J v4.0 JOPES and Global Release

was adequate. The force protection area performed very well
with no critical issues. Force readiness, force projection,
situational awareness, and mission support areas each had a
very limited number of critical issues, but had operationally
acceptable workarounds. The intelligence mission area had
two critical issues with no operational workarounds. These
same two issues affected interoperability under the mission
performance area. Subsequent corrective actions by the
program office on GCCS-J v4.0.1 system resolved both
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¢ Testing of JOPES v4.0 revealed marked improvement over test

22

of the critical issues affecting the intelligence and mission
performance areas.

results from 2004. Interoperability criteria were not fully met,
but were likewise corrected. Regression testing of corrective
actions was adequate.

JITC adequately tested all critical interfaces with GCCS-J
v4.0. Regression testing of corrective actions was adequate
and implemented. All critical interfaces performed
satisfactorily.

The National Security Agency conducted an information
assurance evaluation of GCCS-J v4.0 together with v4.0.1

GCCS-J

corrective actions. The designated approving authority granted
the Authority to Operate.

e GCCS-J v4.0 system, together with v4.0.1 corrective actions,
is operationally effective, suitable, and survivable. The
Milestone Decision Authority recommended fielding.

Recommendation
1. The GCCS-J program should continue improving controls on

data updating to preclude data synchronization and accuracy
problems in the JOPES database.



Global Information Grid Bandwidth Expansion (GIG-BE)

Executive Summary

The Joint Interoperability Test Command (JITC) conducted a
series of operational assessments in 2005, and a full-capability
operational test and evaluation from September 19, 2005,

to October 7, 2005. The evaluations of all these events
contribute to the Full Operational Capability (FOC) decision
in November 2005.

Based on the IOT&E in September 2004 and the operational
assessments in 2005, the network and its supporting
management processes are effective for the near-term level
of traffic and user population. Operational suitability and
survivability will be assessed at the end of full-capability
operational test and evaluation. Data is currently under
analysis by the test team.

Because the Global Information Grid Bandwidth Expansion
(GIG-BE) will become the backbone of most DoD and
intelligence community systems, DOT&E believes additional
evaluation will be needed in the areas of information
assurance, configuration management, the fully implemented
Secret and Top Secret/Sensitive Compartmented Information
(TS/SCI) network, and survivability to support the Global
Information Grid.

System

GIG-BE is a key enabler of DoD’s transformation to
net-centric operations.

GIG-BE is a government-owned, ground-based,
backbone-switched communications network. It connects 88
major DoD sites throughout the continental United States,
Europe, and the Pacific theater.

The communications backbone consists of high-capacity fiber
optical links with up to 80 channels of 10 Gigabits each.
GIG-BE is government designed using commercially
developed components. Component and network integration
tests were performed by commercial contractors in
commercial laboratories.

* GIG-BE uses a government designed network management
system, assembled from commercial hardware and software,
and tested in a government facility.

Mission

» Users in the intelligence community, combatant commands,
and DoD employ GIG-BE to move critical information by
providing virtually unlimited bandwidth.

e [t provides secure communications for TS/SCI traffic and
encrypts all outside the continental United States unclassified
transmissions.

» It consolidates diverse DoD and Intelligence Community
networks and leased circuits onto a single integrated,
adaptable, backbone network.

» It serves Internet Protocol users, Defense Information System
Network users, and transformational users with applications
such as Internet Protocol version 6.

* Because it is the primary communications link between key
fixed locations, GIG-BE must be survivable.

Activity

An IOT&E follow-on operational assessment performed in
January 2005 and another operational assessment in May,
addressed many of the open issues from the September 2004
IOT&E.

» Security Test and Evaluation of the unclassified, Secret, and

TS/SCI networks supported approval of a three-year Authority
to Operate. A JITC information assurance group review,
conducted separately, identified additional concerns.

* Beginning in July 2005, operational assessments of the Pacific

and European networks, and the TS/SCI network managed by
the Defense Intelligence Agency were conducted. The

full-capability operational test and evaluation started