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MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS 
A'ITENTION: SERVICE ACQUISITION EXECUTIVES 

ASSISTANT SECRETARY OF DEFENSE (COMMAND, CONTROL, 
CQHMUNICATIONS & UNTELLIGENCE) 

DI~R, DEFENSE INFORMATlON SYSTEMS AGENCY 
DIRECTOR, DEFENSE LOGISTICS AGENCY 
DIRECTOR FOR FORCE STRUCTURE, RESOURCES & 

ASSESSMENT, JOINT STAFF (J-8) 
DIRECTOR, TEST AND EVALUATION, OOSD{A&T) 
DEPUTY UNDER SECRETARY OF THE ARMY (OPERATIONS 

RESEARCH) 
DI~R, NAVY TEST & EVALUATION & TECHNOUQGY 

REQUIRmoffiNTS 
DIRECTOR, AIR FORCE TEST & EVALUATION 

SUBJECT: Software Maturity Criteria for Dedicated Operational 
'rest and Evaluation of Sof,tware-Intensive Systems 

Reference' GAO/NSIAD-93-l98, ",Test and Evaluation: DoD Has Been 
Slow in Improving Testing of SOftware-Intensive 
Systems,· dated September 29, 1993 

As a part of the Department's initiative to address the 
General Accounting Office's (GAO) recommendations on the 
Department's test and evaluation policy of softwa~e-intensive 
systems, I am issuinq the following guidance to establish the 
software maturity criteria for the dedicated OT&E (in support of 
full rate production decisions or deployment decisions ) of 
software-intensive systems. It is my intent to include this 
guidance in the revisions to the DoD 5000 and 8120 policy 
docwnents, 

To improve the success rate of OT&E for software-intensive 
systems, and to prevent Unni!.ture software-intensive systems from 
entering OT&E, software maturity must be demonstrated prior to the 
start of the dedicated OT&E. The following conditions must be 
satisfied and the results presented at the operational test 
readiness review that precedes the OT&E, 

a. The system must not possess any known Priority I or 
II problems (as defined by the DoD-STD-2167A) that impact the OT&E 
~o as to const i tute a deficiency rel ative to a critical 
operational issue, priority III problems must be documented with 
appropriate impact analyses completed. These impact analyses must 
focus on the problems' potential impact to the system's mission 
capability and the ability to resolve the affected critical 
operational issues. After the problems and their associated 
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, 
impact analys e s are reviewed by the func tional proponent. . 
operational tes t agency , and other part i cipating or ganizations . 
recommendat ions on whether to proceed, delay. or cancel the OT&E 
can be made t o the designated Service or Agency operational test 
certif ication offi c ial. 

b . System functi onality to be operat ionally tested and 
eva luat ed must be available prior t o t he start of OT&E and mus t 
have been development-ally tested. I n par ticular , the syst em 
features that are required to support s pecific requirement s and 
the system i nterfaces that are required to inter-operate with 
external systems must be certified t o be functional. preferably 
in an operationally realistic environment (real users. data , 
procedures. etc . 1 against operational requirements . 

c. The program III&llAgement o f fice in con j unc t.ion with t he 
Service 'S o r Agency ' s independent evalua tor mu, t identify all the 
unmet c r it i cal t echni cal parameters and open defic iencies that 
have been noted during the development al test and evaluation . 
During certifi cation of readiness for dedicated OT~E, the 
acquisi t i on executive mUSt certify and t he operational test agency 
IQUst agree that t he so f t ware requi rements .uld dea iqn are s t ollble, 
th"t sof t waore and i nte rface testinq o f suffic ient depth and 
breadt h has been performed . and that requi red furu:ti onality has 
been success fully demonstrated at the system l evel in 
developmenta l testing . tmpact analyses, on the shortfalls' 
potential impact t o the sys tem's mi ssion capability and the 
ability t o r es olve the affected critical operational issues, must 
be completed. 

d. A defic i ency identificat i on . tracking . and report i ng 
sys tem must be in place to support t he monitoring o f deficiency 
reports by the operat ional test agency. Further . a software 
configuration management system wi th t he assoc i ated control 
procedures mUSt be in place prior to t he start of OT&E. Software ­
intensive systems t o be operationally t ested mu~t be baselined i n 
the configurat i on management syst~. Duri ng t he operatio~ l test 
phase. the operational tese agency 1fIUs e have compleee access eo 
the conf i guraeion manag~ne syst em . 

e. Software Or firmware chang@s , if a ny , 1fIUSt be 
compl eted. prior to the start of OT&E and muse not be implemented 
durin~ the OT&E unless spec ifically acknowledqed and concurred ~ 
the responsible operational test agency . The expected ilnpac t o f 
these changes on the OT&E data str eam and che evaluation of che 
c r i tica l operational issues must be address ed. by t he responsibl e 
operaeiona l t e st agency t o ass i s t in the decision t o allow the 
change (,) dur ing OT&E. 


