
OPERATIONAL TEST 
AND EVALUATION 

OFFICE OF THE SECRETARY OF DEFENSE 
1700 DEFENSE PENTAGON 

WASHINGTON, DC 20301-1700 

JAN 1 9 2017 

MEMORANDUM FOR USERS OF THE DIRECTOR, OPERA TONAL TEST AND 
EVALUATION (DOT&E) TEST AND EVALUATION MASTER 
PLAN (TEMP) GUIDEBOOK 

SUBJECT: DOT&E TEMP Guidebook 3.1 

DOT&E TEMP Guidebook 3.1 updates the Design of Experiments (DOE), Scientific 
Test and Analysis Techniques (STAT), Mission-focused Metrics, Operational Evaluation 
Framework (OEF), Modeling and Simulation (M&S) for Test and'Evaluation, Defense Business 
Systems, Cybersecurity, and Software-Intensive Systems sett!ons of the DOT&E TEMP 
Guidebook 3.0. Version 3.1 also contains a new Survey Design.guidance section consistent with 
the 6 January 2017 DOT &E Survey Pre-testing and Administration memo. 

The DOE and ST AT sections now highlight the importance of justifying resources, 
especially long-lead items, using experimental design techniques at Milestone A and in TEMPs 
supporting Requests for Proposals. The Mission-focused Metrics section was renamed 
Quantitative Mission-focused Measures. The terms "metrics," "measures," and "response 
variables" have been used interchangeably in the Mission-focused Metrics, DOE, and STAT 
sections - which has led to some confusion among readers. Thus where it makes sense, we 
replaced the terms "metrics" and "response variables" with "measures." We added the term 
"quantitative" to Mission-focused Measures to highlight the importance of evaluating systems 
with quantitative measures as opposed to qualitative measures. 

The cybersecurity guidance includes a statement reminding readers that a Cooperative 
Vulnerability and Penetration Assessment and Adversarial Assessment are normally required as 
part of an operational test or assessment supporting a fielding decision. The command and 
control cybersecurity example now contains a detailed table describing cyber defenders' roles 
and responsibilities. 

Minor content updates were made in the Software-intensive Systems section to align the 
discussion with Department of Defense Instruction (DoDI) 5000.02 as compared to the interim 
DODI 5000.02. 

That STAT and Defense Business Systems sections now include DOT &E survey content 
expectations in TEMPs, along with dedicated survey guidance. The Defense Business Systems 
section also now discusses the importance of describing software change requests when 
explaining the defect tracking process. 

The measures of merit discussion in the OEF guidance was incorporated into the STAT 
section. 
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The M&S section was updated to reflect the 14 March 2016 and 17 January 2017 
DOT &E guidance memoranda on the validation of M&S used in operational test and live fire 
assessments. 

Program Managers will use the TEMP as the primary planning and management tool for all 
test activities starting at Milestone A. Program Managers will prepare and update the TEMP as 
needed and to support acquisition milestones or decision points. The TEMP should be specific to the 
program and tailored to meet program needs. Accordingly, the guidance in this guidebook, in 
DoDI 5000.02, and in the TEMP format are provided to assist in developing the appropriate 
TEMP format and content for each program. Strict or immediate adherence to the new TEMP 
format is not required. Use common sense to apply the guidance to fit your program. Evaluation 
of TEMP adequacy is based on the TEMP's content, not the format. 

Questions or suggestions about this guidebook should be addressed to Dr. Catherine 
Warner, catherine.w.warner.civ@mail.mil, 703-697-3655. 

.. 

jMic~i~ 
dSLector 
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OPERATIONAL TEST 
AND EVALUATION 

OFFICE OF THE SECRETARY OF DEFENSE 
1700 DEFENSE PENTAGON 

WASHINGTON , DC 20301-1700 

NOV 16 2 

MEMORANDUM FOR USERS OF THE DIRECTOR, OPERATIONAL TEST AND 
EVALUATION (DOT&E) TEST AND EVALUATION MASTER 
PLAN (TEMP) GUIDEBOOK 

SUBJECT: DOT&E TEMP Guidebook 3.0 

This new version ofthe DOT&E TEMP Guidebook complements the January 2015 
version of DoD I 5000.02 by illustrating with selective guidance and examples how to develop 

. and document an adequate test and evaluation (T &E) strategy. The Program Manager will use the 
TEMP as the primary planning and management tool for all test activities starting at Milestone A. 
Best practices outlined in this TEMP Guidebook should be applied to all versions of the TEMP, 
including the Development Request for Proposal (RFP) TEMP. 

The Program Manager will prepare and update the TEMP as needed and to support 
acquisition milestones or decision points. The TEMP should be specific to the program and 
tailored to meet program needs. Accordingly, the guidance in this guidebook, in DoDI 5000.02, 
and in the TEMP format guide are provided to assist in developing the appropriate TEMP format 
and content for each program. Strict or immediate adherence to the new TEMP format is not 
required. Use common sense to apply the guidance to fit your program. Evaluation of TEMP 
adequacy is based on the TEMP' s content, not the format. 

Summary of the TEMP and TEMP Guidebook Format 

The TEMP format has been changed as illustrated below. The previous TEMP format on 
the left explained in sentences and paragraphs what DOT &E required for adequacy. TEMP 
Guidebook 2.1 added colored callout boxes with links to the DOT &E Guidebook guidance and 
examples. 

The new TEMP format on the right enumerates in bullets what should be considered for 
inclusion in each paragraph/section of the TEMP. Callouts with links to DOT&E guidance in 'the 
Guidebook 3.0 are in bold blue font. 
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Previous TEMP and Guidebook 2.1 Format 
1 2. MiSSKif'l Description Briefty summanze the miss•on need de.criMd tn the 
program capability reQUirements documents in terms of the capability it will 
ptOVtde 10 the JOint Forces Commander Describe the m•ssl()(l to be 
accomplished by 11 ~o.rut equipped with the system using a l applable CONOPS 
and Concepts Of EmplOyment. IOCOfl)OI'8te an ov-1 Of the system ShOoMnO the 
mtended operational e~"~V~ronment. Also 1ncJud• thft orgarnutzon In whiCh the 
system will be integrated as well as signifiCant points from the life Cycle 
Sustairment Plan. the Information Support Plan, and Program Protection Plan 
Provide ~nks to each document referenced in the Introduction. FOf business 
systems, 1rducle a summary of the r>usiness c.asell"\iilysls tor the' program 

1.3. System Oesoiptlon. Oesaibe the system c:ot'lfigl.ntio. lderhfy key 
features and subsystems. both t'lardwara and software (such as arc::h!tecture. 
system and UHt interlaces. HO.I'rty levels, and teserves) for lhe ptamed 
increments Within the Future Years Defense Program (FYOP) 

1.3. 1. System Threat Ass.,sment. Sucetnctly sununanze the threat 
envtronm.m (to Include cybeir-thre.t.s) in wt'ieh lhe system 'lllf'iH operate. 
Reference the appropn.te OIA CW' component-validated threat documents for the 
sySiem. 

1 3 2 Program Background. Refentnoe the AnalySis of .AJtematl:Yn (AoA.) . the 
APB and the materiel de\lebpment decision to provide background Information 
on the proposed system Bnefly desO"Ibe the overarc:t.ng AcqUisition Strategy 
(for space systems, the Integrated Program Summary (IPS)), and the 
Technology Development Strategy (TOS) Addl'ess whether tM system WIU be 

=:u~r~i~an~V::::~·;=:,~ ::;::=!~~~:~~~ 

Ex•roo19 Is>! t 1 3 1 

lnlotnlltion Aas~~tanc• 
(CyberMCutityJ -El5IITJ!Iesbf1 31 

New TEMP and Guidebook 3.0 Format 
1.2. MISSION DESCRIPTION 

1.2. 1 Mission OveMew 

Sunmarize the mission need described in the progam cap;Jbility 
requirements documents in terms of the capo~bility the system will provide 
to the Warfighter. 
Oesaibe the mission to be ac~~shed by a unit that wil be equ;pped 
with the system. 
lnc:c<pota1e an Operation;:ll VitM (OV-1) of the syst<rn showing the 
intended opernlional Oflviroomenl 
ln<ixfe sign1ficont points from the LJte Cycle Susta"'"""'t Pion, the 
Information Support Pion, ond the Progr;vn Protection Pion. 
For business systems, incJOOe a summary of the business C3!0e ~lysis 
for the program. 

1.2.2 Conupe of Operations 

• Reference all 3JIIIIicable Coocepts of Operations oro Concepts of 
<rnploymen in describing the O'issoon. Describe test ompfications 

o CONOPS~and~ 

1.2.3 Operatioool users 

Describe the intended users of the system, how they will eiT'I)foy the 

=.:r~:::.=:c:.:':::=,~~·g . 

The callouts have been placed throughout TEMP Guide 3.0 at locations where DOT&E 
and other applicable policies apply. Keep in mind that the examples are notional and apply to a 
specific or notional system, not to every system. In preparing your TEMP, you should apply the 
policy guidance and not simply copy the examples provided. The examples might not be 
appropriate for your system. The policy guidance contains additional links to the source policy 
documents if you wish to further investigate the underlying policy. 

Summary of Milestone A TEMP Requirements in the January 2015 DoD I 5000.02 

The Milestone A TEMP should address all major sections of the TEMP outline, but some 
of the details in the TEMP format may not be mature until Milestone B. The Milestone A TEMP 
should be complete enough to estimate and plan for the major resources required for adequate 
test and evaluation. Other specifics that should be included in the Milestone A TEMP include: 

• Operational rationale for requirements. A link or reference to the capabilities 
development document (CDD) or similar document that provides rationale for 
requirements would be sufficient. 

• For software acquisitions, an analysis of operational risk to mission 
accomplishment covering all planned capabilities or features in the system. The 
analysis will include commercial and non-developmental items. 

• All planned T &E for phase completion. Major test events should have test 
entrance and test completion criteria. 

• A table of independent variables (or "conditions," "parameters," "factors," etc.) 
that may have a significant effect on operational performance. 

• Strategy and resources for cybersecurity T &E. 

Summary of Milestone B and Subsequent TEMP Requirements in the January 2015 DoD I 
5000.02 

Regarding operational and live fire testing, the Milestone Band subsequent TEMPs 
should be updated to address all plans of the T &E strategy until system deployment. The 
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detailed focus of each TEMP should be on plans for the Developmental Test and Evaluation 
(DT &E), Live Fire Test and Evaluation (LFT &E), and Operational Test and Evaluation (OT &E) 
supporting the next major acquisition decision. In addition to updating the Milestone A content, 
the Milestone Band subsequent TEMPs should include: 

• Expand on details of each LFT &E and OT &E phase/test to include cybersecurity 
testing. 

• Expanded use of scientific and test analysis techniques to design effective and 
efficient testing. 

• Reliability Growth Curves (RGCs) or Software Tracking metrics, updated RGCs 
(if applicable) that reflect test results to date, and a working link to the Failure 
Modes, Effects and Criticality Analysis (FMECA) data. A software defect or 
failure tracking database may replace the FMECA in software acquisitions. 

• Operational evaluation framework that shows how the major test events and test 
phases link together to form a systematic, rigorous, and structured approach to 
evaluating mission capability across the applicable values of the independent 
variables. 

• The updated table of variables will include the anticipated effects on operational 
performance, the range of applicable values (or "levels," "settings," etc.), the 
overall priority of understanding the effects of the variable, and the intended 
method of controlling the variable during test (uncontrolled variation, hold 
constant, or controlled systematic test design). 

• Plans for Verification, Validation, and Accreditation if applicable. 

• Appropriate cybersecurity measures to evaluate operational capability to protect, 
detect, react, and restore to sustain continuity of operation. The TEMP will 
document the threats to be used, which should be selected based on the best 
current information available from the intelligence community. 

• Complete test resource requirements. Resources will reflect the best estimate for 
conducting all test activities. Resources will be mapped against the 
developmental and operational evaluation frameworks and schedule to ensure 
adequacy and availability. Ensure that resource estimates identified in the TEMP 
are matched against the schedule and justified by analysis. 

Summary of the TEMP Outline from the January 2015 DoD I 5000.02 

As before, the four major sections of the TEMP remain: 

• Part I - Introduction 

• Part II- Test Program Management and Schedule 
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• Part III -Test and Evaluation Strategy and Implementation 

• Part IV -Resources Summary. 

• Appendices may be added as needed for Scientific Test and Analysis Techniques, 
Cybersecurity, and Reliability. 

Questions or suggestions about this guidebook should be addressed to Dr. Catherine 
Warner. She may be reached at Catherine.W.Warner.civ@mail.mil or (703) 697-3655. 

d·M~;::::---
Director 
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