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Global Combat Support System Combatant Command / 
Joint Task Force (GCSS CC/JTF)

Executive Summary
• The Jo�nt Interoperab�l�ty Test Command (JITC) conducted an 

operat�onal test of Global Combat Support System Combatant 
Command / Joint Task Force (GCSS CC/JTF) version 6.1 in 
May 2008.

• The GCSS CC/JTF version 6.1 did not meet the user 
requirements for accurate and timely response to database 
queries.  Analysis indicated that the majority of the timeliness 
�ssues may be attr�buted to the response t�mes of legacy 
databases external to the system.  

• The Defense Information Systems Agency (DISA) Acquisition 
Review Board (ARB) approved deployment of version 6.1 
in parallel with the existing version 6.0 for the purpose of 
collect�ng add�t�onal data to benchmark performance metr�cs.  

System
• GCSS CC/JTF is a web portal that enables users at combatant 

commands and jo�nt task forces to access jo�nt log�st�cs 
appl�cat�ons.

• The system supports plann�ng, execut�on, and control for 
eng�neer�ng, health serv�ces, log�st�cs serv�ces, supply, and 
d�str�but�on.  It �s compr�sed of strateg�c servers located 
�n Montgomery, Alabama, and Pearl Harbor, Hawa��; a 
commerc�al off-the-shelf (COTS)-based �nfrastructure; and 
Publ�c Key Infrastructure (PKI).

• GCSS CC/JTF provides the following applications:  reports 
capab�l�ty; watchboard (allow�ng rap�d compar�son of planned 
act�ons w�th actual events); electron�c battlebook (organ�z�ng 
files and web pages into categories); knowledge management; 
bus�ness �ntell�gence; mapp�ng capab�l�ty; jo�nt eng�neer 
plann�ng; and execut�on capab�l�ty.

Mission
• Joint commanders use GCSS CC/JTF to move and sustain 

jo�nt forces throughout the ent�re spectrum of m�l�tary 
operat�ons.

• Combatant Command and Joint Task Force commanders 
and logistics staffs use the GCSS CC/JTF to gain end-to-end 

Activity
• JITC conducted operational testing of GCSS CC/JTF version 

6.1 in May 2008 in accordance with the DOT&E-approved 
test plan.  The system could not sat�sfy the key performance 
parameters (KPP) requirements for accuracy and timeliness.  
After �mplement�ng correct�ve act�ons, the test act�v�ty 
resumed.  However, the system st�ll d�d not meet the 
timeliness requirements for database queries.

• The DISA component acquisition executive (CAE) convened 
the ARB on June 30, 2008.  The ARB directed the following:
- Maintenance of version 6.0 while authorizing deployment 

of version 6.1 on a separate Uniform Resource Locator 
(URL)  
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v�s�b�l�ty of Combat Support (CS) capab�l�ty up through 
the strategic level, facilitating information flow across and 
between CS and command and control funct�ons.

Prime contractor
• Northrop Grumman
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- The program manager to prom�nently d�splay warn�ngs to 
version 6.1 users, highlighting the identified shortfalls  

- JITC to cont�nue collect�ng performance metr�cs  
- The Jo�nt Staff J4 and the program manager to conduct a 

robust post �mplementat�on rev�ew w�th the user commun�ty 
to benchmark the system performance and the user 
expectat�ons

Assessment
• As tested by JITC, version 6.1 was neither operationally 

effect�ve nor operat�onally su�table. 
- The system could not meet the accuracy and t�mel�ness KPP 

for database queries.  The accuracy problem was corrected 
and demonstrated �n a developmental test env�ronment, but 
has not been operat�onally val�dated.   

- The test did not provide sufficient quantitative data for 
root cause analys�s, but the metr�cs collected dur�ng the 
l�m�ted deployment show the t�mel�ness shortfalls are due 
to data process�ng t�mes w�th�n var�ous external legacy data 
sources.  Fixing these legacy data sources is outside of the 
program manager’s author�ty.

- Dur�ng the operat�onal test, users encountered problems 
with the helpdesk.  Specifically, helpdesk personnel did not 

have ready access to a secure phone to discuss classified 
�ssues, and they were not able to understand the techn�cal 
deta�ls relat�ng to the GCSS system.  DISA has prov�ded 
secure commun�cat�ons for the helpdesk and �s work�ng to 
�mprove the tra�n�ng for helpdesk personnel.

• The data collected dur�ng the post �mplementat�on rev�ew 
should help Jo�nt Staff J4 to benchmark the system 
performance and user expectat�ons, �nclud�ng the �mpact of 
external legacy databases on the t�mel�ness KPP.

recommendations
• Status of Prev�ous Recommendat�ons.  DISA has taken 

appropr�ate act�on on the prev�ous recommendat�ons.
• FY08 Recommendations.  

1. JITC should verify correction of the problems identified 
with version 6.1 in an operational environment prior to 
discontinuing access to and support of version 6.0. 

2. The GCSS CC/JTF program manager should continue 
monitoring version 6.1 performance to provide a benchmark 
for manag�ng future expectat�ons. 




