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1. PART I - INTRODUCTION 

1.1. PURPOSE 

 State the purpose of the Test and Evaluation Master Plan (TEMP). 
 Identify if this is an initial or updated TEMP.   
 State the Milestone (or other) decision the TEMP supports.  
 State if the program is listed on the DOT&E Oversight List or is an MDAP, 

MAIS, or USD(AT&L)-designated special interest program. 

 1.2. MISSION DESCRIPTION 

  1.2.1   Mission Overview 

 Summarize the mission need described in the program capability 
requirements documents in terms of the capability the system will provide 
to the Warfighter.  

 Describe the mission to be accomplished by a unit that will be equipped 
with the system.   

 Incorporate an Operational View (OV-1) of the system showing the 
intended operational environment.  

 Include significant points from the Life Cycle Sustainment Plan, the 
Information Support Plan, and the Program Protection Plan.  

 For business systems, include a summary of the business case analysis 
for the program. 

1.2.2   Concept of Operations  

 Reference all applicable Concepts of Operations and Concepts of 
Employment in describing the mission.  Describe test implications. 

o CONOPS Guidance and Examples  

1.2.3   Operational Users 

 Describe the intended users of the system, how they will employ the 
system, and any important characteristics of the operational users (e.g., 
experience level, training requirements, area of specialization, etc.).  

o Cybersecurity OT&E Guidance and Example 

1.3   SYSTEM DESCRIPTION 

 Describe the system configuration.   
 Identify key features and subsystems, both hardware and software (such 

as architecture, system and user interfaces, security levels, and reserves) 
for the planned increments within the Future Years Defense Program 
(FYDP). 

 

 

 

http://www.dote.osd.mil/docs/TempGuide3/CONOPS_Guidance_3.0.pdf
http://www.dote.osd.mil/docs/TempGuide3/TEMP_Format_Part_I_Page2.pdf
http://www.dote.osd.mil/docs/TempGuide3/CONOPS_Example_3.0.pdf
http://www.dote.osd.mil/docs/TempGuide3/Cybersecurity_OT&E_Guidance_3.0.pdf
http://www.dote.osd.mil/docs/TempGuide3/Cybersecurity_TEMP_Body_Example_3.0.pdf

